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India: Communication between police offices across the country; whether police
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1. Police Communication

14 May 2012

Research Directorate, Immigration and Refugee Board of Canada, Ottawa

Sources indicate that each state in India has its own police force (AHRC 16
Apr. 2012; Canada 14 Apr. 2012; CHRI n.d.). In a telephone interview with the
Research Directorate, a program officer at the Asian Human Rights Commission
(AHRC) indicated that each state police force acts independently (16 Apr. 2012).

In correspondence with the Research Directorate, an official at the
Canadian high commission in India indicated that police communicate with each
other over the telephone as well as by sending letters and emails (Canada 14
Apr. 2012). Also in correspondence with the Research Directorate, a New Delhi-
based lawyer stated that the Dehli police communicate with police departments in
different states through telephone, email, fax, and wireless set (Lawyer 17 Apr.
2012). She also said that police offices communicate about crimes, criminals, and
VIP visits (Lawyer 17 Apr. 2012). The Canadian high commission official said that
police share information about "law enforcement" but indicated that "there is
limited sharing of information between police forces" and police are not required
to "report the movements of persons of interest to other offices" (Canada 14 Apr.
2012).

According to the AHRC program officer, India does not have a national
infrastructure for police communication (16 Apr. 2012). The Canadian high
commission official stated that the Police Communication Network (POLNET), a
network designed to integrate all police stations by improving "voice, fax and
data transmission capabilities" (The Pioneer 31 Mar. 2010), "is not fully
operational across the country, [and] sparingly used (if at all)" (Canada 14 Apr.
2012). He added that the Canadian high commission's "local police contacts in
Delhi are unfamiliar with the system" (ibid.).

A Zonal Integrated Police Network (ZIPNet) was created in 2004 to share
crime-related information in "real time" rather than through written documents
and wireless communication (ZIPNet n.d.). The information shared includes First
Information Reports (FIRs) for "[h]einous cases"; people arrested for "[h]einous
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2. Out-of-Jurisdiction Police Arrests and Investigations

3. Locating an Individual

3.1 Registration

cases"; "most [w]anted" criminals; missing persons; unidentified dead
bodies; unidentified persons found; stolen vehicles and items; police alerts;
people released from jail; people on bail; and "messaging" (ibid.). According to
the Times of India, "the system provides search engines to match information
from a central repository," and can only be accessed by "authenticated and pre-
listed users" (4 June 2011). The following police forces are members of ZIPNet:
Delhi, Haryana, Uttar Pradesh, Rajasthan, Punjab, Chandigarh, Uttrakhand, and
Himachal Pradesh (ZIPNet n.d.). Further information on ZIPNet could not be
found among the sources consulted by the Research Directorate within the time
constraints of this Response.

Section 48 of the Code of Criminal Procedure states the following:

Pursuit of offenders into other jurisdictions. A police officer may, for the
purpose of arresting without warrant any person whom he is authorised to
arrest, pursue such person into any place in India. (India 1974)

However, the AHRC program officer stated that, in order to arrest or
investigate an individual in another state, police officers are legally obliged to
seek permission from the corresponding police force (16 Apr. 2012). Sometimes
this is done formally, for instance through writing, but the police force in that
state is not obliged to implement the request (AHRC 16 Apr. 2012). The AHRC
program officer also stated that in practice, police often communicate across
states through informal arrangements and "friendships," and can travel to
different states and arrest people (ibid.). The Times of India reports on police in
different states working together to track suspects down (18 Jan. 2012), and on
the creation of police teams to search for a suspect across states (3 Mar. 2012).

The AHRC program officer indicated that, if someone is determined to find
a person of interest in a different state, they can locate him or her; however,
officers do not exert such efforts to locate people on a daily basis (16 Apr. 2012).
The lawyer also stated that it is possible for police to track down a citizen that
has moved to a different state, and added that this individual would be tracked
by local police (17 Apr. 2012). The AHRC program officer said that the type of
people that police officers might go to great lengths to search for include people
accused of being political dissidents (16 Apr. 2012). He also said that whether a
person of interest is found depends on the police officer and the investigating
officer, who may decide to "fabricate" a record which indicates that a person has
been arrested (AHRC 16 Apr. 2012).

According to the AHRC program officer, police officers may be more likely
to track down an individual who is part of a family that relocates rather than a
single person, as it is easier for a single person to "disappear" (ibid.). However,
he also indicated that due to differences in culture, language and the physical
appearance of individuals between states, depending on where the person
relocates, it may be challenging for him or her to "blend in" (ibid.).

According to the Canadian high commission official, "no central registries
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3.2 Security Checks and Police Verification

3.3 Information Collection on Migrants from Other States

exist for schools, rentals, housing, etc." (Canada 14 Apr. 2012). However,
sources indicate that the elections committee requires proof of address from an
individual that wishes to transfer voter registration from one location to another
(ibid.; India n.d.).

In March 2012, sources indicated that Chennai police issued an order
stating that landlords should provide the police with personal information about
their tenants (The Hindu 4 Mar. 2012; The Times of India 30 Mar. 2012). The
Times of India reports that the type of information requested includes the
tenant's name, father's name, age, employment information, "identity proofs,"
and mobile numbers of the tenant and landlord (ibid.). The Hindu explains that
landlords must fill out a "tenant information form" and include the tenant's
permanent address, address of previous residence, office address and job
description, photograph, and a photocopy of a valid ID card (4 Mar. 2012). The
Hindu also states that the police keep a database and will "verify the information"
(4 Mar. 2012). On 30 March 2012, sources stated that this police order is being
challenged in court, and that the Madras High Court indicated that landlords who
do not follow the order should not be prosecuted (The Hindu 30 Mar. 2012; The
Times of India 30 Mar. 2012).

According to the AHRC program officer, security checks are not required
unless an individual is employed by the government, security services, or the
military (16 Apr. 2012). The Canadian high commission official corroborated the
statement that security checks are necessary for individuals employed by the
state and federal government, and added that "some private sector employees"
also require security checks (Canada 14 Apr. 2012). According to the lawyer,
security checks, which she called "local police station verification," are required
for "many jobs" (17 Apr. 2012), including teaching (12 Apr. 2012). The lawyer
added that police verification occurs in all states in India (17 Apr. 2012) and is
required for tenants renting homes (12 Apr. 2012).

The Times of India reports on police verification of tenants in Bangalore (8
Dec. 2011), Chandigarh (23 Apr. 2011), Cansaulim (27 Feb. 2011), and Mohali
(11 Dec. 2010). The lawyer said that such verification includes checking the
individual's identification, address, and criminal record, and added that
fingerprints of tenants, domestic employees, and security guards are also taken
(17 Apr. 2012). Corroborating information could not be found among the sources
consulted by the Research Directorate within the time constraints of this
Response.

The Canadian high commission official indicated that since there is no
central police database, records are kept in local police stations, often in written
ledger format (Canada 14 Apr. 2012). He said that this makes it "extremely
difficult, if not impossible" to locate an individual as a result of a security check,
unless there is a match between a local police station and the subject of a
security check (ibid.). According to the lawyer, if police have conducted a security
check on an individual and want to locate him or her, they might publish a "hue
and cry notice" [a written proclamation for the capture of a suspect] in "all the
newspapers" (12 Apr. 2012). She added that such notices are usually publicized
to locate "absconders" (17 Apr. 2012).
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4. Technological Surveillance

On 8 May 2012, The Press Trust of India reported that the Kerala
government decided that migrants must register with police,
effective "immediately." According to The Times of India, in Chennai, a decision
has been made by police to collect information from migrant workers and
students from other states (30 Mar. 2012). The Times of India also quoted a
Mapusa city's police inspector as saying that "'[r]esidents of [the] Mapusa area
have been requested to inform police about any suspicious person in their vicinity
and file their tenant verification and stranger form" (26 Mar. 2012). The Mapusa
police inspector also asked hotel managers to verify guests' identity cards and
report them if forgery is suspected, and mentioned that most hotel managers
have installed cameras in their hotels (The Times of India 26 Mar. 2012). On 26
March 2012, The Times of India reported that "during the last two weeks,"
Mapusa police "interrogated over 400 migrant workers and asked them to
fill 'stranger forms'."

The AHRC program officer indicated that it is possible for police to locate
individuals through modern technology, such as ATMs, Internet, and mobile
telephones (AHRC 16 Apr. 2012). The Times of India also reports that telephone
surveillance is used to track down citizens (27 Mar. 2012). The US Department of
State’s Country Reports on Human Rights Practices for 2010 states that the
Telegraphic Act "authorizes the surveillance of communications, including
monitoring telephone conversations and intercepting personal mail in cases of
public emergency or 'in the interest of the public safety or tranquility'" (US 8 Apr.
2011, 21). The Country Reports 2010 adds that the central and state
governments did resort to this type of surveillance method (ibid.). According to
India Today, the Telegraph Act was amended "to allow active intervention for
tapping phones and monitoring Internet communication" (20 Dec. 2010).

India Today reports that "[o]ver a million mobile phones, across service
providers, are under the surveillance of [c]entral agencies in India through the
year" (20 Dec. 2010). India Today indicates that the central agencies that
request surveillance are the Intelligence Bureau, Central Bureau of Investigation,
Income Tax Department, Directorate of Revenue Intelligence, Enforcement
Directorate, Central Economic Intelligence Bureau and the Narcotics Control
Bureau (20 Dec. 2010). State agencies also reportedly submit surveillance
requests with the home ministry's permission (India Today 20 Dec. 2010).
Corroborating information for the above India Today information could not be
found among the sources consulted by the Research Directorate within the time
constraints of this Response.

Sources indicate that the Canadian company Research In Motion has set up
a surveillance facility for BlackBerry services in Mumbai (Wall Street Journal 28
Oct. 2011; India Today 7 Apr. 2012). India Today indicates that both central
agencies and state police will have access to surveillance of BlackBerry services
(ibid.).

The Times of India reports of several occasions when police have used
telephone tapping in an attempt to locate persons of interest (27 Mar. 2012; 20
Mar. 2012; 13 Mar. 2012; 3 Mar. 2012; 18 Jan. 2012). Sources indicate that
other techniques used to track down persons of interest include printing the
individual's photograph on pamphlets (Times of India 20 Mar. 2012) and posters
(Deccan Chronicle 23 Feb. 2012), questioning relatives (Times of India 3 Mar.
2012), and using "technical and human surveillance" (ibid. 27 Feb. 2012).
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Oral sources: Attempts to contact the following organizations were
unsuccessful: Assam Human Rights Commission; Bihar Human Rights
Commission; Commonwealth Human Rights Initiative; Directorate of Coordination
Police Wireless; Himachal Pradesh Human Rights Commision; India —
Department of Telecommunications, High Commission in Ottawa; Madhya
Pradesh Human Rights Commission; Maharashtra State Human Rights Comission;
Manipur State Human Rights Commission; National Human Rights Commission;
Odisha Human Rights Commission; Punjab State Human Rights Commission;
Rajasthan State Human Rights Commission; Tamil Nadu State Human Rights
Commission; Uttar Pradesh Human Rights Commission; and West Bengal Human
Rights Commission. Attempts to contact lawyers in Bihar, Chandigarh, New Delhi,
Rajasthan and Uttar Pradesh were also unsuccessful.

Internet sites, including: Amnesty International; Daily India; Delhi Police,
ecoi.net; Freedom House, Headlines India; Human Rights Watch; India — Central
Reserve Police Force, Law Commission of India, Ministry of Defence, National
Security Guard; Jammu and Kashmir Police; Kerala Police; Punjab Police; The
Tribune; United Nations Refworld; Uttar Pradesh Police; West Bengal Human
Rights Commission.

Page 7 of 7


